Extract from insurance terms and conditions 

Article 12 – Processing of personal data of the policy holder and insured persons 
12.1.

Personal data processing in connection with the insurance contract 
12.1.1.

Personal data of the insured/policy holder, in terms of Section 4 (a) of Act No. 101/2000 Coll., Personal Data Protection Act (hereinafter referred to as the “Personal Data Protection Act“), (excluding the sensitive data), provided by the insured/policy holder to the insurer in relation to entering into the insurance contract or which the insurer obtained in any other legal way or created by processing the data obtained in this way, will be processed by the insurer or by an administrator (Bank or assistance company), entrusted by the insurer in compliance with the Personal Data Protection Act, in order to use this personal data within the subject-matter of the insurer´s business, i.e. for activities directly or indirectly related to insurance or reinsurance activities. In terms of Section 27 of the Personal Data Protection Act, the insurer is entitled to transfer the personal data of the insured/policy holder within the necessary scope to other states for the purposes of reinsurance. The insurer will process the insured´s/policy holder´s personal data in the way and scope stipulated in the insurance contract for the period necessary to ensure all the rights and duties resulting from the insurance obligation relationship.

12.1.2.

The insurer is entitled to process the insured´s/policy holder´s personal data to the given extent and for the given purpose even without the express consent of these persons.

12.2.

Consent to process sensitive data in connection with the insurance contract 
12.2.1.

Upon entering into the insurance, the insured/policy holder grants the insurer his/her consent to obtain information about his/her state of health through the insurer´s contractual physicians, in accordance with Section 67b (10) of Act No. 20/1966 Coll. on the Care of the Health of People, as amended, and hereby authorises all requested physicians, health-care institutions and health insurance companies to disclose this information to the insurer even after his/her death.

12.2.2.

The insured/policy holder thus grants the insurer his/her explicit consent to process personal data about his/her state of health (sensitive data according to Section 4 (b) of the Personal Data Protection Act), provided to the insurer in relation to entering into the insurance contract or which the insurer obtained by any other method mentioned above, or created by processing the data obtained. This sensitive personal data shall be processed by the insurer or by the entrusted administrator for the use as part of the insurer´s business activities, i.e. for activities directly or indirectly connected with insurance or reinsurance business.

12.2.3.

Consent to process sensitive data to the extent specified in Article 12.2.2. is a condition for entering into the insurance contract. However, the insured/policy holder is entitled to withdraw this consent at any time. The withdrawal of this consent may only be made in writing, preferably through a recorded delivery letter sent to the insurer´s registered office. The withdrawal of this consent terminates the insurance as of the day on which the insured/policy holder withdrew his/her consent, but no sooner than on the day of the delivery of the consent´s withdrawal to the insurer.

12.3.

Consent to share personal data within the group:

12.3.1.

The insured/policyholder also agrees that his/her personal data (in case he/she is a natural person) or its data (in case it is a legal person) can be processed by the insurer and any other Administrator, i.e. also mutually transferred between them, in order to achieve higher quality care for the insured/policyholder, to carry out Marketing activities, to provide information about the solvency and credibility of the insured/policy holder to other Administrators and to analyse the data. The insured/policyholder agrees that his/her personal data (if a natural person) or its data (if a legal person) can be processed by the Administrator for the above mentioned purpose and to the above mentioned extent from when this consent is granted until 4 years have expired after the last contractual or any other legal relationship with any of the Administrators.

12.3.2.

The consent of the insured/policy holder in compliance with Article 12.3.1. of these insurance terms and conditions is effective only in relation to the insured/policy holder who signed the insurance contract or the amendment to the existing contract with the insurer of which these insurance terms and conditions form an integral part, and only from the effective day of these conditions. For the insured/policy holder who has already signed, refused to sign or withdrawn such consent, the legal status of the consent granted, refused or withdrawn shall remain unaffected by the change in the insurance conditions.

12.3.3.

This consent to process data, granted particularly pursuant to current Acts No. 363/1999 Coll., Insurance Act, No. 513/1991 Coll., Commercial Code, No. 480/2004 Coll., on certain services of information companies, and No. 101/2000 Coll., Personal Data Protection Act, is voluntary and the insured/policy holder is entitled to withdraw this consent at any time in relation to any Administrator. The withdrawal of consent must be sent to the insurer in writing. The provision of personal data is voluntary unless the generally binding regulation stipulates otherwise.

12.4.

The insured/policy holder is obliged to inform the insurer of any changes in the processed personal data without undue delay.

12.5.

Personal data about the insured/policy holder is processed to the extent to which the insured/policy holder has provided this data in connection with: (a) a request for a contractual or any other legal relationship, (b) any contractual or any legal relationship established between him/her and the Administrator, or (c) which the Administrator has collected by other means and processes in compliance with the valid legal regulations for the following purposes: (i) purposes included within the consent of the insured, (ii) negotiations on the contractual relationship, (iii) performance of the contract, (iv) protection of the insured´s/policy holder´s vital interests, (v) authorised publishing of personal data, (vi) protection of the rights of the Administrator, recipient or other persons involved, (vii) archiving maintained in compliance with the law, (viii) offering of business or services, (ix) transfer of the given name, surname and address of the insured/policy holder for the purpose of offering business and services in compliance with the generally binding legislation.

12.6.

If the insured/policy holder so requests in writing, s/he is entitled – in compliance with the valid legislation – to receive from the insurer information on the personal data processed about him/her, the purpose and nature of processing this personal data, on the recipients of this data and on the Administrators. Moreover, the insured/policy holder is entitled to ask the insurer to correct the personal data if s/he discovers that it does not correspond with reality. If the insured/policy holder discovers or suspects that the Administrator is processing his/her personal data in violation of the protection of the insured´s/policy holder´s private and personal life or in violation of the legal regulations, s/he is entitled to request an explanation from the insurer, or s/he is entitled to request the insurer to correct the defective situation. Regardless of the preceding provisions of this Article, if the Administrator violates the duties, the insured/policy holder has the right to contact the Office for Personal Data Protection and request adoption of remedial measures.

12.7.

For the purposes of Article 12, the following terms are understood:

· the Administrator – the Insurer, Société Générale SA, B 552 120 222, a company established and existing pursuant to the French law, registered office: 29, Boulevard Haussmann, 75009 Paris (SG), FSKB members and Entities controlled by SG; 

· Marketing activities – activities the purpose of which is to inform the insured persons/policy holders about the products and services of the Administrator, to present an offer to order, to mediate or procure these products and services and to evaluate the relevant data, including via email;

· Members of the Financial Group of the Bank (FSKB members) - particularly Komerční banka, a. s., company registration number (IČ): 45317054 (Bank); Investiční kapitálová společnost KB, a. s., company registration number (IČ): 60196769; Modrá pyramida stavební spořitelna, a. s., company registration number (IČ): 60192852; Penzijní fond Komerční banky, a. s., company registration number (IČ): 61860018; ESSOX s. r. o., company registration number (IČ): 26764652, and other entities in which the Bank has or acquires an equity interest consisting of a direct or indirect share in their registered capital;

· Entities controlled by SG – entities which SG controls and which – at the same time – either (i) have or acquire an equity interest in entities with their registered office in the Czech Republic consisting of a direct or indirect share in their registered capital, or (ii) have their registered office in the Czech Republic. If such an entity is a FSKB member, this entity is listed in the specification of FSKB members;

· Personal data includes: name, surname, address, date of birth, birth certificate number, contact details, information about solvency and credibility of the insured/policy holder-natural person, excluding the sensitive personal data;

· Data on a legal person includes: identification data of the insured/policy holder-legal person, especially its trade name, place of business/registered office, company registration number (IČ), date of establishment, type of business, contact details, information about solvency and credibility of the insured/policy holder.
